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How to bridge the Valley of death? 
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The SFI scheme - NFR 

• The Centers for Research-based Innovation are to develop 
expertise in fields of importance for innovation and value 
creation.  

• Through long-term research conducted in close 
collaboration between research-performing companies 
and prominent research groups, the SFI centers are to 
enhance technology transfer, internationalization and 
researcher training.  

• The scientific merit of the research must be of high 
international caliber.  
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NORCICS – Vision  

•Norway is among the world’s most digitalized 

societies. 

•NORCICS’s vision is to contribute to making 

Norway the most securely digitalized country in the 

world, by improving the cyber security and 

resilience of its critical sectors, through supporting 

research-based innovation. 



Research-based innovation process 



WP 1 
Research-based 

innovation 

roadmap (OH) 

WP 2 
Foundations 

(SW) 

WP 3 
Technologies, 

applications and 

services (BH) 

WP 4 
Demonstration 

environments 

(GH) 

WP 5 
Dissemination 

and knowledge 

transfer (VG) 

WP 6 
Project 

management 

(SK) 

IT and OT 

integration 

5G 

Human and 

organizational 

aspects 

Data 

Analytics  

T2.2: 

Modelling 

distributed 

subversion 

attacks in cyber 

physical 

systems  

T2.3: 

Digital Twin 

Security 

Models and 

Mechanisms  

T2.4: 

Human side of 

secure Industry 

4.0  

T3.1.1: 

Assessing 5G 

and beyond as 

an element of 

critical services  

T3.1.2: 

Autonomous 

Adaptive 

Security for 5G-

enabled IoT  

T3.3.2: 

Reverse 

engineering lab  

T3.4: 

Humanized 

deep Learning & 

Big-data 

Analytics  

T3.5.1: 

Codes for sub-

millisecond 

latencies in 5G 

and beyond  

T3.5.2: 

Secure 

broadcasting in 

wireless critical 

systems   

T4.1: 

Secure cyber-

physical 

electricity 

system  

T4.2: 

Secure 

Industry 4.0  

T4.3: 

Cybersecurity 

models for 

remote medical 

and care 

services 

delivery  

T4.4: 

Secure smart 

districts  

NORCICS Cross-thematic Areas - the helicopter view on NORCICS activities 



“Collaboration = innovation” 
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